**Column1:**

1. It checks whether user the email id is Active or not and email id **Possibilities:**
2. If active -> Ok
3. If not active -> Notifies on the screen and adds into the logbook.

-No exceptions on the career level.

\*\* Generic Users not allowed\*\*

**Column3:**

1. Email Id must be active, and Career Level should not be Above M7.

**Possibilities**

1. If Active is true and career level not beyond M7-> Ok.
2. If Active is true and career level Above M7. -> Notify that user belongs to higher level.
3. If Not Active -> Notify user left.

\*\* Generic User can be Impersonated\*\*

**Database:**

EMAIL\_ID are verified from per\_user tables.

Note: If email id domain doesn’t end with ‘@oracle.com’ directly rejects and informs the user.

User-> Security APPLICATION team->IDM